AN ACT

CONCERNING INTEROPERABLE COMMUNICATIONS AMONG PUBLIC SAFETY RADIO SYSTEMS.

Be it enacted by the General Assembly of the State of Colorado:

SECTION 1. Legislative declaration. (1) The general assembly hereby finds and declares that:

(a) The inability of public safety agencies of state and local government to communicate reliably with one another by radio represents a significant risk to public safety and homeland security.

(b) Large-scale incidents require different disciplines from different local jurisdictions to respond quickly.

(c) The state has made significant progress in the construction of a statewide public safety communications network.

(d) Statewide interoperability is an important law enforcement, public safety, and homeland security objective.

SECTION 2. Part 21 of article 32 of title 24, Colorado Revised Statutes, is amended by the addition of a new section to read:

24-32-2116. Interoperable communications among public safety radio systems - statewide plan - regional plans - governmental immunity - definitions. (1) As used in this section, unless the context otherwise requires:

Capital letters indicate new material added to existing statutes; dashes through words indicate deletions from existing statutes and such material not part of act.
(a) "Executive director" means the executive director of the Department of Local Affairs.

(b) "Interoperable communications" means the ability of public safety agencies in various disciplines and jurisdictions to communicate on demand and in real time by voice or data using compatible radio communication systems or other technology.

(c) "Public safety agency" means an agency providing law enforcement, fire protection, emergency medical, or emergency response services.

(d) "Region" means an all-hazards emergency management region established by executive order of the governor.

(2) No later than March 1, 2007, the executive director shall adopt a tactical and long-term interoperable communications plan to improve the ability of the public safety agencies of state government to communicate with public safety agencies of the federal government, regions, local governments, and other states. The plan shall include measures to create and periodically test interoperability interfaces, provisions for training on communications systems and exercises on the implementation of the plan, and deadlines for implementation. The executive director shall update and revise the plan no less than once every three years.

(3) (a) No later than November 1, 2006, each region shall adopt and submit to the executive director a tactical and long-term interoperable communications plan to improve communications among public safety agencies in the region and with public safety agencies of other regions, the state and federal governments, and other states. The plan shall include measures to create and periodically test interoperability interfaces, provisions for training on communications systems and exercises on the implementation of the plan, a strategy for integrating with the State Digital Trunked Radio System, deadlines for implementation, and other elements required by the executive director.

(b) Each local government agency or private entity that operates a public safety radio system shall collaborate in the development of the tactical and long-term interoperable communications plan of the region in which it is located.

(c) A region that fails to submit a tactical and long-term interoperable communications plan by the date specified in paragraph (a) of this subsection (3) or a local government agency that fails to collaborate in the development of the plan shall be ineligible to receive homeland security or public safety grant money administered by the Department of Local Affairs, Department of Public Safety, or Department of Public Health and Environment until the region submits a plan to the executive director.

(4) A public safety agency shall not expend money received through
THE DEPARTMENT OF LOCAL AFFAIRS ON A MOBILE DATA COMMUNICATION SYSTEM UNLESS THE SYSTEM IS CAPABLE OF INTEROPERABLE COMMUNICATIONS.

(5) THE EXECUTIVE DIRECTOR SHALL NOT REQUIRE A PUBLIC SAFETY AGENCY TO ACQUIRE THE COMMUNICATIONS EQUIPMENT OF A PARTICULAR MANUFACTURER OR PROVIDER AS A CONDITION OF AWARDING GRANT MONEYS ADMINISTERED BY THE DEPARTMENT OF LOCAL AFFAIRS.

(6) A PUBLIC SAFETY AGENCY OR AN EMPLOYEE OF A PUBLIC SAFETY AGENCY ACTING IN COLLABORATION WITH ANOTHER AGENCY OR PERSON TO CREATE AND OPERATE AN INTEROPERABLE COMMUNICATIONS SYSTEM SHALL HAVE THE SAME DEGREE OF IMMUNITY UNDER THE "COLORADO GOVERNMENTAL IMMUNITY ACT", ARTICLE 10 OF THIS TITLE, AS THE PUBLIC SAFETY AGENCY OR EMPLOYEE WOULD HAVE IF NOT ACTING IN COLLABORATION WITH ANOTHER AGENCY OR PERSON.

SECTION 3. Safety clause. The general assembly hereby finds, determines, and declares that this act is necessary for the immediate preservation of the public peace, health, and safety.

Approved: June 1, 2006